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https://mcgill.ca/secretariat/responsible-use-it
https://www.mcgill.ca/secretariat/files/secretariat/policy_on_enterprise_data_governance.pdf
https://mcgill.ca/secretariat/files/secretariat/standard_on_enterprise_data_classification.pdf
https://mcgill.ca/secretariat/files/secretariat/standard_on_enterprise_data_governance.pdf
https://mcgill.ca/it/files/it/cloud_data_directive.pdf
https://mcgill.ca/cloud-directive
https://mcgill.ca/financialservices/policies/merchant


practices (or an equivalent control) when accessing our Administrative systems and manipulating their 
data could result in a data breach affecting a large part of the McGill community. 

This document lists requirements over and above what is contained in the Responsible Use Policy. 
Unless specific exceptions are formally granted by the CIO, Administrative users must comply with the 



2.1.3 Where there is a business need to use removable media (e.g., USB Drive) the media must be 
protected by strong encryption. 

2.1.4 No other existing solution is permitted for storage of Regulated data (personal information) 
without approval of the appropriate data trustee. 

2.1.5 Any new cloud solutions must be vetted through the McGill Cloud Service A
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